CHANDRABAL

E-mail – chandrabal.266583@2freemail.com  

Objective


Seeking a Management position in a progressive organization, which will allow me to contribute the value of my diverse Managerial and business skills while offering me a challenging environment of opportunity and growth.

Summary
· Having 1.7 Years of experience as Service Delivery Managerat LOGIN Systems (India).

· Having 3.9 Years of experience as Security Analyst at Nokia India Pvt LTD (India).
· Having 8 Months ofexperience asIT & Administrationin College (India).
· Having 3+ years ofexperience asIT Asset management In ITIL Based Company (India).

· Having 2 Years of experience as Service Engineer (Electronic mechanic & Hardware/Software) (India).
Employment

· Currently Working as GSSC Analyst at VFS Global Dubai LLC, from August 2015 to till date

· Worked as Service Delivery Manager with LOGIN Systems (India) from Jan 2014 to July 2015.

· Worked as Security Analyst with NOKIA India Pvt. Ltd, Chennai from March 2010 to Dec 2013.

· Worked as Technical IT Executive with Presidency College, Thrissur from July 2009 to March 2010.

· Worked as IT Asset Engineer (Hardware/Software) with Wipro-Technologies, Pune from April 2006 to 

May 2009.

· Worked as Sales & Service Engineer (UPS & Hardware/Software) with AZ Electronics Pune from 
    August 2004 to April 2006.

Skills 
· Risk Management (Analyst)
· Service Delivery Management.
· Incident/Problem Management.

· Vendor Management.

· IT Asset Management and Administration.

· Knowledge of IDS, Firewall, IPS, TCPIP Protocols.

· MS Office tools (MS Word,Excel,PowerPoint, One Note and Publisher).
· Adobe Photoshop (Graphic Designing).

· Adobe Illustrator

Work Experience                                 VFS Global Dubai LLC, August 2015 to Till Date

Location

:   VFS Global LLC Dubai.

Duration 

:   August 2015 to Till date
Role     


:   GSSC Analyst (Risk Management)

Description      
:   
VFS’s Corporate Security team has set up a Global Security Support Center (GSSC) at its Head office in Dubai. GSSC’s Core Mission to support Emergency Response & Crisis Management activities at Global level by providing timely updates to company stakeholders through timely and cost effective alert mechanisms (such as phone and email). The GSSC also provides routine briefings major security and travel issues in client countries through issuing periodic background documents, guides and bespoke reports. 
Responsibilities 

· Monitor, analyze and report incidents that may impact VFS operations across the designated areas of responsibility.

· Distribution of timely incident information across Corporate Security team members and relevant business units to mitigate the impact of incidents at the site level.

· Follow incoming feeds from multiple sources and collate information.

· Prepare and update risk profile of area of responsibility.

· Analyze emerging risk scenarios that could have an impact on VFS operations, document and communicate

· Ensure news alerts, situation updates & routine reports are sent on time.

· Collaborate with key stake holders to understand their operational requirement.

· Actively participate in Business Continuity / Crisis Management related exercises within the organization.
Work Experience                                 LOGIN Systems, Jan 2014 to July 2015

Location

:   LOGIN Systems, Kunnamkulam, Kerala,India.

Duration 

:   Jan 2014 to July 2015
Role     


:   Service Delivery Manager
Description      
:   
This account is to provide responsible for co-ordinating the delivery of services into key enterprise customers. The SDM plays a vital role in creating long-term healthy service provider - customer relationships, acting as the bridge between the client and our operational delivery teams. The key responsibility of the SDM is governance across all areas of their services including service management, incident and change management, continual service improvement and customer satisfaction as well as playing a key role in ensuring the highest level of operational service delivery based on SLA.

Responsibilities 

· Managing resources to meet daily delivery schedules.

· Effectively managing multiple orders to ensure that they are delivered on time, within budget and to the Clients satisfaction.

· Providing guidance to subordinates on company goals and policy.

· Looking after post sale client relationships.

· Monitoring staff to ensure the prompt resolution to all client queries.
· Building a personal relationship with client staff

· Ensuring operations teams are aware of changes and are prepared

· Service reporting and sponsoring service delivery meetings.
· Pulling in additional resources when needed e.g. specialist teams or people for specific issues / opportunities

· Following up if service delivery is not meeting expectations.
· Working with the client and operations teams to identify and manage service improvement activities.
Work Experience                                 NOKIA India Pvt.Ltd., March 2010 to December 2013

Location

:   NOKIA India Pvt.Ltd., Chennai, India.

Duration 

:   March 2010 to December 2013
Role     


:   Security Analyst (Global Security Support Center)
Description      
:   
The Global Security Support Center will be a key contributor to the security operations team in the event of a crisis situation that would threaten the safe and secure business operations. This could include, but is not limited to: natural disasters, workplace violence, facility emergencies, fire and issues of serious injury or illness. Security Analyst perform many tasks throughout their shifts; these tasks may include answering phones, Preparing Country Risk Assessment, Crisis management reports, Event guides and other very important facility systems and interacting with our clients facilities managers.
Responsibilities 

· Responsible for the operations of Command Center, which monitors security incidents for Nokia.

· Analyses security incidents and issue advisories to Security Team

· Issuing advisories to identified groups in India, Middle East Africa, North Asia and Emerging Asia on day-today security incidents.

· Preparing and dissemination of event security guides. (Soccer World Cup 2010, Commonwealth Games and Cricket World Cup 2011).

· Created website for the Global Security Support Center.

· Preparation and dissemination of Travel Security guides.

· Preparation of country risk assessment through internet research.

· Preparation of monthly reports.

· Preparation and implementation of Standard Operating Procedure.

· Reports to Security Manager on routine activities and team performance.

· Imparting training to team members.
· Attending various training programs and seminars

Work Experience                          Presidency College, July 2009 to March 2010

Location

:  Presidency College, Thrissur, Kerala, India

Duration 

:  July 2009 to March 2010
Role     


:  Technical IT Executive
Description      
:   
I was responsible for working with computer hardware and software for resolving the troubles that may arise within an organization. I manage relationships with vendors, contractors and negotiate contracts for technical products and services for the organization.
Responsibilities 

· Supervising junior engineers and technical staff.

· Maintaining records of software licenses.

· Planning and undertaking scheduled maintenance upgrades.
· Investigating, diagnosing and solving computer software and hardware faults.

· Execute and monitor the implementation of the asset acquisition, maintenance and disposal plans.

· Ensure all Assets are effectively safeguarded in line with departmental policies and procedures.

· Develop and maintain the lease register.

· Manage valuations for immovable assets and update the asset register.

· Checking computer equipment for electrical safety.
Work Experience                          Wipro-Technologies, April 2006 to May 2009

Location

:  Wipro-Technologies, Pune, India

Duration 

:  April 2006 to May 2009
Role     


:  IT Asset Engineer (Hardware/Software)
Description      
:   
IT Asset Engineer is responsible for the daily and long-term strategic management of software and technology-related hardware within the organization. This includes planning, monitoring, and recording software license and/or hardware assets to ensure compliance with vendor contracts. I was assisted in forming procurement strategies to optimize technology spend across the organization.
Responsibilities 

· Develop and maintain asset registers, including; acquisitions, maintenance management transfers and valuations.

· Develop and maintain the lease register.

· Execute and monitor the implementation of the asset acquisition, maintenance and disposal plans.

· Plan and execute the asset verification, investigate and report on variances, make necessary recommendations to resolve discrepancies, and update the asset register.

· Ensure all Assets are effectively safeguarded in line with departmental policies and procedures.

· Manage valuations for immovable assets and update the asset register.

· Responsible for engaging and assisting customers in understanding and controlling their software licensing costs, avoiding legal pitfalls related to licensing.
Work Experience                          AZ Electronics, August 2004 to April 2006

Location

:  AZ Electronics, Pune, India

Duration 

:  August 2004 to April 2006
Role     


:  Sales & Service Engineer 
Description      
:   
Install and repair electronic equipment, like televisions, computers, stereo systems and other household devices.
Responsibilities 

· Installation, Maintenance and trouble shooting of Computers, CD/DVD Players, Televisions, CAR Stereo systems.

· Coordinating with different service providers, Stationary Vendors and Hardware Vendors. 

· Managing AMC with new and existing customers.

Awards/ Achievements
· Best Performance 2014 award received from LOGIN Management team.

· Got several Appreciations from NOKIA Globally (Corporate Security Team).

· NOKIA Corporate Security team awarded me “Kudos” for the best Performance and delivering Prompt services for FIFA 2010 World Cup.

· Got several Appreciations from Wipro end users, Asset Management team….Etc. One of the Project team awarded me “Thanks a Zillion” for delivering good services to them while the times of Ramping up their project.

· Zero Variance in Internal & External BS15000/ISO 27001 Audit for Software and Hardware Asset Management.

· Worked for 100% customer satisfaction in my whole tenure till date…

Personal Details

Educational Qualification
·    B.A English

:-Calorx Teachers University.

·    HSC 


: - Maharashtra Educational Board.

· 3Year Diploma

: - Electronics & Communication 

· S. S. L. C


: - Board of Public Examinations, 
Kerala.

Date of Birth


: 
22-11-1979

Gender



: 
Male

Marital Status


: 
Married

Nationality


: 
Indian

Languages Known

: 
English, Hindi, Malayalam, Marathi and Tamil
Current Visa Status

: 
Employment Visa 

Notice Period


:
One Month
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Place
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