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· To seek a good career in the IT industry and to deliver the best of my capabilities for the growth and benefit of the organization, by proving myself to be a quick learner of new technologies.
·  

	   Examination  
	School/college
	Board/

University
	Year of Passing
	Percentage 

	 Class X
	R P M H S
Palakkad
	KERALA STATE BOARD
	2006
	90.50%

	 

 Plus-Two
	St. Sebastian Higher Secondary School, Thrissur
	KERALA STATE BOARD
	2008
	84.50%

	     B.Tech(IT)
	Nehru College of Engineering & Research Center,

Thrissur
	Calicut

University
	2012
	61.89%




· Web Component Development Using JAVA         
                                               Name of Institution      :   NIIT, Palakkad.

· Languages known:  C, C++, Java           
· Operating systems known:  WINDOWS 7/8/10, LINUX.
· Application package:  MS Office Suite.

· Organizing Committee Member of National Conference on Mobile Computing, 2012.

· Member of CSE/IT event management and quiz committee of N-SITE 2011.

· Organizing Committee Member of TITANS 2010.

 PROJECT

· Project Title                      :  MULTIPLE ENCRYPTION ALGORITHMS.
· Development tools used   :   Java, SQL Server
· Description              
: Multiple Encryption Algorithms provides high level security for the communication. Since multiple layers of encryption is used, the output of one encryption algorithm becomes the input of the next. The reverse process, decryption also uses multiple layers. Hence, by the integration of multiple algorithms, security of information can be enhanced in wireless environment.
SEMINAR

· Seminar Title:  COLLUDING INJECTED ATTACK IN MANETS
· Description:    An adversary can utilize a colluding attack in Mobile Ad-hoc Network (MANET) by injecting malicious nodes in the network, while hiding their identities from other legitimate nodes. This attack is called the Colluding Injected Attack (CIA). These nodes will work together to generate a severe attack in the network. As a result, this node could be wrongly reported as having a malicious behavior by any neighborhood nodes. 
CURRICULUM VITAE











 


Gender                   :   Female


DOB                       : 06-02-1990


Nationality            :  Indian


State of domicile  :  Kerala


Marital Status      : Married


Visa status         : Husband visa
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