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Objective: 
To excel in the Corporate World by taking up challenges considering the development of the organization. Obtain a position in the organization that will help my professional as well as personal growth thereby contributing to the growth of the company. Seeking a quality environment where knowledge can be shared enriched and enhanced.

Organization Details: 

· Current Organization 

: Capgemini India Pvt Ltd. From November 2011 till date

· Location


: Mumbai





· Designation


: Consultant
· Previous Organization

: Accenture Services Pvt Ltd. From August 2008 till October 2011

· Location


: Mumbai

· Designation


: Software Engineer

Work Experience:

· SAP Security Consultant having overall experience of about 7.5 years.
· SAP GRC 10 Support for EA, BRM and ARM.
· SAP Security administrator with hands on experience in working on SAP Security troubleshooting, Monitoring, Portal and Access Administration.

· Part of the support project since the Go Live phase as well as implementation project.

· Obtaining and refining existing requirements for on-going role based security

· Understanding the security implications of new business decisions for creating SAP Security Role. 

· Experience in Design, Developing, Testing and Implementing Single and Composite SAP Security Roles for various landscapes including R/3, HR and BW systems.

· Good knowledge of SAP Background Job Processing

· Creation and Modification of User Master Records for Project and End Users.

· Good knowledge of SAP Change and Transport Management

· Expertise in analyzing and translating business requirements into technical specifications in collaboration with application developers

· Experience in user administration 7x24 on call production support for Large AM SLA based projects with quick turnaround for end user requests, and Helpdesk support for user administration.

· Emergency Access provisioning via Fire Fighter (VIRSA) for Critical Activities for Business, Project and End Users.

· Having wide experience in Compliance Calibrator tool for SOD Analysis at User level, Role level, Authorization object level etc.,

· Experience in SAP HR security for Position Based Business Areas

· Strong in enforcing consistent Security policies and procedures as lay out by the client requirements.

· Full trouble shooting support for the users authorization failures in all SAP applications and resolving the Security issues and support in integration testing of Roles/Profiles.

· Basic understanding of data loading and reporting in BI including concept of Infoarea, InfoObject, InfoCube etc

· Searching SAP marketplace for SAP notes in order to troubleshoot the problems arising out of daily system administration activities.

· Excellent communication and interpersonal skills with ability to co-ordinate activities and work in a team environment to the deliverables.

· Participating in the functional / process team to refine requirements and develop solutions to application security issues including Segregation of Duties (SOD) & Sarbanes Oxley compliance (SOX) at enterprise scale.

Project Details:
	Duration: September 2013 till Date

	Company Name
	· Capgemini India Pvt Ltd

	Client
	· BAYER

	Technology Used
	· SAP ECC 6.0, SAP Solution Manager,GRC 10

	Module
	· FI/CO, MM, PS,MD,EH&S,FAM,APO

	Team Size
	· 8 Members

	Role
	· SAP Security Consultant –Support for Role Development

	Project Description


	· Bayer is a global enterprise with core competencies in the fields of health care, agriculture and high-tech polymer materials. As an innovation company, it sets trends in research-intensive areas. Bayer’s products and services are designed to benefit people and improve the quality of life. At the same time, the Group aims to create value through innovation, growth and high earning power.

	Responsibilities
	· Travelled Onsite (Germany-Leverkusen) for Taking Knowledge Transfer from the client for a period of 3 months
· Received KT from client related to Bayer specific Standard and processes .

· Involved with the client in overall role development for Bayer Health Care sub group.

· Currently supporting different subgroups like BHC, BAY4AS, SYSCO,MDM for role development.

· Handling small projects and roll outs for BHC.

· Working on tools like HP service center for ticket monitoring and solution.

· A Project specific tool called SiAM for role development for BHC sub group.

· Role creation via project specific tool and PFCG

· Role transportation.

· Involved in Unit testing and UAT of roles.

· Documentation in solution manager.

· Updation of various documents like Authorization details(AD),User Requirement Specification Authorization(URS-Auth),FS,UT,UAT etc in solution manager.
· Creation of the tickets via workflow in solution manager.

· Follow the client standard and processes to adhere accurate and the required output to the client.
· Working on GRC support on below components-

Business Role Management

Access Request management

Emergency Access




	Duration: November 2012 to April 2013

	Company Name
	Capgemini India Pvt Ltd

	Client
	Philadelphia Energy Solutions (PES)

	Technology Used
	SAP ECC 6.0, SAP PI 7.3, SAP Solution Manager

	Module
	FI/CO, MM, PS

	Team Size
	Handling singlely in security team from offshore

	Role
	SAP Security Consultant -New SAP Implementation (Full Life-Cycle Implementation)

	Project Description


	Philadelphia Energy Solutions is the longest continuously operating refinery on the East Coast of US, processing 330,000 barrels of crude oil per day.

	Responsibilities
	· Worked closely with client for gathering business requirements, analyzing the requirements, translating business needs into SAP security solutions and designing appropriate roles for clients.
· Worked with key users and functional consultants to design and develop new roles as per client requirements.

· Extensive knowledge of all aspects of SAP Security and Authorizations, User Management, Profile Generator, User Administration, Monitoring, User Tracing & Troubleshooting

· Extensive expererience in Security authorization including activity groups, profile generator (PFCG).Single role, derived roles, composite roles creation.

· Involved in Unit testing, Integration testing, UAT of roles.
· Resolving the defects found for roles.

· Mass transportation of roles.

· User creation-End user access, project team member access.

· Maintaining User Groups through SUGR

· ECC system client specific settings via SCC4

· Involved in daily status updates meetings with project team as well as client.

· Involved in cutover, go-live and post go-live activities.

· Documentation of the security strategy for the project and uploading the necessary documents in SharePoint.



	Duration: November 2011 to October 2012

	Company Name
	· Capgemini India Pvt Ltd

	Client
	· Spectra Energy 

	Technology Used
	· SAP ECC 6.0, SAP NW 7.0, SAP BI 7.0, SAP FI/CO, SAP SRM, SAP HR, SAP Solution Manager

· 

	Module
	· FI/CO,MM,PS,PM,HR,BI

	Team Size
	· 2 members in security team from offshore

	Role
	· SAP Security Consultant -New SAP Implementation (Full Life-Cycle Implementation)

	Project Description


	· Spectra Energy Corp, a FORTUNE 500 company, is one of North America’s premier natural gas infrastructure companies serving three key links in the natural gas value chain: gathering and processing, transmission and storage, and distribution

	Responsibilities


	· Worked closely with client for gathering business requirements, analyzing the requirements, translating business needs into SAP security solutions and designing appropriate roles for clients.

· Worked with key users and functional consultants to design and develop new roles as per client requirements.

· Extensive knowledge of all aspects of SAP Security and Authorizations, User Management, Profile Generator, User Administration, Monitoring, User Tracing & Troubleshooting

· SAP Security Administration functions -- Creating, Modifying existing Roles, User Administration using CUA.  Also used SCAT/SECATT script for mass user creation and maintenance.
· Role management through PFCG and PFUD for both transaction and job based roles.

· Mass user maintenance through SU10 and handling user issues through SU53, SU56 and System Trace ST01.
· Table Handling through SE16

· Maintaining User Groups through SUGR

· Solved Production Authorization Problems by analyzing user buffers.

· Review and correction of sensitive authorizations as per the user responsibilities.

· Trouble shoot R/3 security problem by using different scenarios such as system trace (ST01), SU53, SU56

· Updating transactions via SU24 (managing authorization objects)

· Providing technical support to functional areas, configurations and developers

· Supported successful system audit by documenting processes and controls for SOX issues and continually improving security configuration to reflect best practices.


	Duration: November 2008 (Since Project Go Live) till October 2011

	Company Name
	· Accenture Services Pvt Ltd

	Client
	· BHP Billiton (http:// www.bhpbilliton.com)

	Technology Used
	· SAP R/3 Maintain Engagement

	Module
	· ECC, BW HR, SRM Security

	Team Size
	· 40 (At offshore) 

	Role
	· SAP Security and Authorization Administrator(Support)

	Description


	· BHP Billiton is a global leader in the resources industry working in over 100 operations in 25 countries. BHP Billiton occupies significant positions in major commodity businesses, including aluminum, energy and metallurgical coal, copper, manganese, iron ore, uranium, nickel, silver,titanium minerals, and has substantial interests in oil,liquefied natural gas and diamonds. 

	Responsibilities
	· Extensive experience in SAP Security Administration & Authorization including Activity Groups, Profile Generator (PFCG),Employee Self Service(ESS).

· Experience in Maintaining, Creating, Modifying existing roles (Single, Composite and Derived).

· Usage of P_ORGIN, P_PERNR, P_ABAP *and various other Authorization objects in HR Security.

· Expertise in Security Administration in *SAP R/3, BW, BI, SCM, with SOX* (Sarbanes Oxley) Compliance.

· Extensive knowledge of all aspects of SAP Security and Authorizations, User Tracing, Troubleshooting, *SOD*.

· Setting up a New User/ Deleting an existing user, locking/ unlocking a user, resetting password, maintaining a user and work on user profile according to need(s) and requirement.

· Day to day technical support and resolution of security issues and implementation of role based security.

· Mass user maintenance through SU10 and handling user issues through SU53 and ST01 and RSSM (troubleshooting)

· Support user in determination and resolving authorization related issues. 

· Background Jobs administration. 

· Transport of Roles. 

· Providing end user day to day support.

· Contributed technical documents and training materials to the Knowledge Base and Known Error DB  


Technical Skills:

· Languages Known

: C, C++, SQL, JAVA,VB
· Operating Systems

: Windows 9X/ XP, MS-DOS, WINDOWS 2000.

· Databases/ERP


: SAP R/3 Enterprise 4.7, Oracle 9i, ECC 6.0
· Frontends


: SAP R/3, GRC 10.0
Training and Certification undergone:
· SAP-BASIS: Undergone training in SAP-Basis which comprised of the basics of SAP-Basis inclusive of concepts of Client copy, monitoring and SAP Security & Authorizations concept including User admin and Role creation.
· ITIL V3 Foundation Course certification
Educational Qualification:
· BSC.IT from CHM College – Mumbai University – 2008

· HSC (Science) from PMM Innerwheel Junior College – Maharashtra State Board – 2005

· SSC from Fatima High School - Maharashtra State Board - 2003
Behavioural Skills:

· Good Leadership and Management skills

· Excellent Team work spirit

· Commitment to deliver-perseverance against all odds

· Good communication and Customer Interaction skills
· Optimistic and strong drive for learning and keeping oneself updated
Personal details:


Date of Birth

: November 24, 1987

Nationality

: Indian


Marital Status

: Married

Gender

: Female


Languages known
: English, Hindi, Marathi, Gujarati

