Geremew

Email:  [geremew.360012@2freemail.com](mailto:geremew.360012@2freemail.com)

|  |
| --- |
| **Personal Data** |

**Date of Birth:** 10/05/1982

Sex: male

Marital status: un Married

Nationality: Ethiopian

|  |
| --- |
| ***Career Objective*** |

* Seeking an IT position which meets my qualification with attractive payment.

|  |
| --- |
| ***Educational Background*** |

July 2008 Bachelor degree in computer science

Debrebirhan University, Debrebirhan, Ethiopia

|  |
| --- |
| ***Work Experience*** |

**Dec, 10/2013-jan 16/2017**  **Information *Network security Engineer***

**Employer**: **Ethiopian revenues and customs authority**

***Major Duties & Responsibilities***

* Designing, Implementing, maintaining and administering local, wide area and VSAT networks.
* Configuring DMZ ( redundant both cisco and fortigate firewalls, ACS server, load balancer and switches) , routers, core switches and access switches;
* Maintain, monitor, and administer server and data center infrastructure.
* Installing, configuring and administering windows server 2003/2008/2012/R2, Installing and Administering Microsoft Exchange 2007/2010/2013.
* Maintain IP Addressing system for WAN as per network policy
* Implementing, monitoring and maintaining network topologies and network usage of Authority Monitor all WAN links. And Communicating with ISP (Ethio-telecom) on Network Issues, WAN links & equipments.
* installing, supporting and maintaining new server hardware and software infrastructure;
* Preparing and evaluating technical specifications of server, switch, router, printer, AC, UPS, network cables, LCD projector and IT related infrastructures.
* Managing WAN through tools like Network Management System, managing email, anti-spam and anti-virus installation and management.
* setting up user accounts permissions and password
* Preparing training modules and providing training for IT engineers and IT users.
* Managing security for WAN links & equipment and various tools used for managing WAN and its equipment by appropriate use of security features like VPN, passwords and other mechanisms as applicable
* Manage internet of ERCA
* Giving internet access to users

Configure web security using web security appliance

* Control antivirus servers and clients by updating and scanning both servers and clients
* Configure and manage fortigate firewall, ipsec, site to site VPN ,remote acess vpn,ssl-any connect , ssl full client vpn….
* Monitor manage and install cyberrom Wev security Appliance and Acs server
* Mangae AD ,user account of etax server

**jan 16/2017 -present** **Senior System Security officier**

**Employer ZEMEN BANK**

***Major Duties & Responsibilities***

* Designing, Implementing, maintaining and administering local, wide area and VSAT networks.
* Configuring DMZ ( redundant both cisco and fortigate firewalls, ACS server, load balancer and switches) , routers, core switches and access switches;
* Maintain, monitor, and administer server and data center infrastructure.
* Installing, configuring and administering windows server 2003/2008/2012/R2, Installing and Administering Microsoft Exchange 2007/2010/2013.
* Maintain IP Addressing system for WAN as per network policy
* Implementing, monitoring and maintaining network topologies and network usage of Authority Monitor all WAN links. And Communicating with ISP (Ethio-telecom) on Network Issues, WAN links & equipments.
* installing, supporting and maintaining new server hardware and software infrastructure;
* Preparing and evaluating technical specifications of Firewalls ,ips, server, switch, router, printer, AC, UPS, network cables, LCD projector and IT related infrastructures.
* Managing WAN through tools like Network Management System, managing email, anti-spam and anti-virus installation and management.
* setting up user accounts permissions and password
* Preparing training modules and providing training for IT engineers and IT users.
* Managing security for WAN links & equipment and various tools used for managing WAN and its equipment by appropriate use of security features like VPN, passwords and other mechanisms as applicable
* Manage internet of Zemen Bank
* Giving internet access to users

Configure web security using web security appliance

* Control antivirus servers and clients by updating and scanning both servers and clients
* Configure and manage fortigate firewall, ipsec, site to site VPN ,remote acess vpn,ssl-any connect , ssl full client vpn….
* Monitor manage and install cyberrom Web security Appliance and Acs server
* Creating security policy of zemen bank
* Prepare a standard for change management,incident management, request management for IT zemen bank

**08/02/2011 – Dec, 09/2013** ***information tecnoligy Support Engineer***

**Employer**: **Ethiopian revenues and customs authority**

***Major Duties & Responsibilities***

* Implementing, monitoring and maintaining local and wide area networks.
* Installing , configuring, troubleshooting and supporting ASYCUDA++ system,SIGTAS System
* Install, configure and maintain hardware (including peripheral devices) and operating systems.
* Implementing, monitoring and maintaining network topologies and network usage
* installing, supporting and maintaining new server hardware and software infrastructure;
* ensuring all IT equipment complies with industry standards;
* Providing technical support for end users.
* Preparing training modules and providing training for branch office IT support engineers and network end-users. And also discussing with telecom on network problems and providing solution.
* Installing and configuring Active Directory
* Managing ITSM/Information technology service management/ or helpdesk system.
* Coordinating IT engineers(giving Direction on how to work, support end users every morning)
* Connect both local and network printers printers to computers.
* Install antivirus for clients.
* Configure outlook for clients
* Install and repair operating systems

|  |
| --- |
| ***Training Taken and certefications*** |

|  |  |  |
| --- | --- | --- |
| 1 | 25/11/2015-on training | ***Configuring advanced Windows server 2012 services*** |
| 2 | 11/11/2015-24/11/2015 | ***Administering Windows server 2012 /R2*** |
| 3 | 28/10/2015-10/11/2015 | ***Installing and configuring Windows server 2012/R2*** |
| 4 | Oct, 12-27 /2015 | ***NetApp storage*** |
| 5 | Oct,14-27/2015 | ***CCNA Security(certified)*** |
| 6 | Oct, 05-13/2015 | ***CCNA (certified)*** |
| 8 | Jan,16-26, 2013 | ***CompTIA Security + Training*** |
| 12 | Jul,25/2011- Oct, 11/2011 | **Linux system administration** |
| ***13*** | ***Nov, 17 2011-*Nov,25 *12011*** | ***ITIL foundation(IT Infrastructure Library Training course) 2nd round*** |
| 14 | Oct 10/2011- Oct 13/2011 | ***Information security, IT Risk assessment and IT Risk management.*** |
| **16** | **Jul, 01 2010- Jul, 07 2010** | ***ITIL(IT Infrastructure Library Training course) 1st round*** |

|  |
| --- |
| **Languages** |

**Oral**  **Write** **Read**

**Amharic**  Excellent Excellent Excellent

**English** Excellent Excellent Excellent

|  |
| --- |
| **Future Goal** |

***I believe that “Education is endless”. I am eager to know new technologies and conscious to upgrade my knowledge, especially on technologies and related, to be more creative, more mature with remarkable commitment to shoulder responsibilities, and to get market demand.***

***I have great motive to be successful on what I planned, and I have bright future to upgrade my educational status.***

|  |  |
| --- | --- |
| **Hobbies** |  |

* ***Browsing important internet sites & Reading books to upgrade myself***
* ***Doing voluntary jobs/helping others as much as possible/. I have different certificates for this hobby.***
* ***Visiting heritages, cultures and appreciating natures.***