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IT Management | Information Security Management & Analysis | IT Support
(ISO Standards | Project Management | Consulting & Certification Sector)
Professional Profile
·  At present working as IT security admin., with qualitative experience in setting-up & managing mission-critical IT services setup, risk management, information security, strategic business consulting  and deployment across business units.
· Acquired extensive knowledge of Microsoft Windows Server 2000, 2003, 2008, wired and wireless networking, desktop and server hardware, antivirus(Symantec and MacAfee) and remote support products (Solar winds Damware and PC Anywhere), 

· Data center Administration: Responsible for equipment maintenance tasks such as managing and installing custom upgrades for customers; replacing cables, components and accessories; maintaining records and drawing schematics of the center to detail what equipment is installed.
· Deft in diverse areas encompassing Information systems, setting-up & managing mission-critical IT services setup, and IT operations with P&L accountability, service management and information security management

· Extensive experience in managing information security management framework, policies, process/procedure, information security assessment and incidents management to improve business productivity and efficiency
· Directed significant efforts towards corporate IT audits for improving the work process and maintain zero Non Conformances to enhance operational effectiveness and meet the operational goals.
· Well versed in active directory,  PC and desktop support, ITIL framework, vulnerability management, security testing and monitoring providing remote desktop support and managing other IT platforms.
· Comprehensive understanding of IT systems, maintenance and reliability vulnerability assessment, process control, formulation of policies, procedures, guidelines and implementation of the developed policies

· Well versed with handling IT infrastructure/security/network audit, gained rich corporate experience in network design, security solutions to customers, computer hardware sales, installation & configuration 
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Recognized as a hands-on, proactive professional who can rapidly identify problems, formulate tactical plans, initiate change and implement effective programs in challenging and diverse environments
Knowledge Forte:

Career Summary
Since 1999 onwards: National Bank of Kuwait/Core.ES, Kuwait
As Information Technology Security Admin Officer (Since 2016 onwards)
As Senior System Analyst (1999—2016)
1998 – 1999: Nag Software Consultants, India
As System Support Engineer
1994 – 1997: Mohammed Naser Al-Sayer (Toyota), Kuwait
As Technical Support Engineer
Domain Skills
· Responsible for overall security operations involving risk and audit management, user access management, program management, service management, infrastructure & IT security management

· Managing IT projects and systems, development teams, and customer service centers using in-house and outsourced resources
· Driving efficiency and operational improvement through business process definition, system alignment, and optimization of standard business application functionality

· Coordinating with clients to define engagement models along with project development & resource estimates and preparing budgets and controlling finance coupled with planning, forecasting and  delivery

· Ensuring all the critical and high priority incidents are addressed within SLA and sent out the Critical Alerts for such Incidents, thus driving client satisfaction through the delivery of a quality and timely service
· Performing periodic security assessments for user PC’s and Installation of anti-virus system; running tools against user PC’s, checking for NBK standard and non-standard software

· Provide guidance and support on information security practices to end user   and support staff; updating and maintaining security testing procedures documents over hardening desktops and laptops

· Managing and administering user access control in active directory, providing access to users on shared drive, CD-ROM/USB access to users through active directory
· Enhancing infrastructure and ensuring continuous availability of licenses, file systems, support along with maintaining, and analyzing, troubleshooting and repairing server systems for large sized users

· Carrying out routine preventive maintenance on office business applications in order to provide uninterrupted service to users; responsible for repairing various IT equipment

· Rendering technical vision and direction for enhancing the business vision, setting the tone and direction for the company’s technologies, to consistently chart out long-term goals and objectives

· Reviewing operations to identify opportunities to improve performance, participating in business development activities and managing network capacity planning and redesign activities

· Ensuring regular maintenance of servers, backup software, and storage tools through the installation of software upgrades, patches, and hardware upgrades
· Accomplishing responsibility for information security governance, strategic planning, information risk management, security architecture and compliance

· Directing various business units to maintain and improve compliance to various requirements such as standards and frameworks and conducting Information Systems Security Audits and IT Security/Infrastructure Audit
· Escalating technical issues related to website, contributing in creating and implemented on-going staff security trainings to ensure consistent compliance with company policy and procedures

· Acting as an ambassador of change, a keen strategist with acumen in providing effective business solution and technical architecture to leverage technology in creating revenue opportunities

· Resolving issues raised in the applications with the help of the teams while preparing the budget for IT with overall accountability of obtaining approvals

· Accountable for developing all change management initiatives through stakeholder engagement, analysis and participation, preparing and executing readiness tests, establishing points of resistance

· Addressing all queries via voice and email and ensuring resolution at first attempt and acting as a system administrator to grant and restrict the access 
Key Contributions
National Bank of Kuwait/Core.ES, Kuwait 
· Successfully rolled-out windows 7 from windows XP for 2000 users  across NBK branches and head office
· Instrumental in managing the upgrade of all hardware to latest technology for quick processing of banks transaction and hold significant success in reducing the cost of overtime in IT service desk by combining NOC with help desk

· Stellar in conducting IT system review for security for 2 new projects and managed security management functions over vulnerability management, security testing and monitoring & compliance by running scan using NESSUS/ NMAP tools
· Facilitated guidance and support on information security practices to operations and end user support staff to ensure that systems in use provide adequate information security

· Produced security testing reports to bring out security issues against system testing to relevant stakeholders and managed tools and software to aid security testing and vulnerability management
· Efficiently maintained effective coordination with the external vulnerability scanning service providers to conduct scanning and penetration testing as per compliance requirements or security schedule( desktop systems)
· Successfully managed the maintenance and support for security tools and systems under custody (Enduser)
· Recommended security products and solutions befitting security testing needs as per latest security trends and effectiveness, including E-set and F-secure

· Meticulously provided support to over 2000 clients and 70 Branches across Kuwait by handling troubleshooting and installation software and upgrades of new systems and NBK applications
· Recommended modifications in the existing system for better performance and inventory control of  systems (hardware) and deftly diagnosed network connectivity issues, and dial in and remote connectivity issues (Remote Networking, VPN)
IT Skills
· Operating systems:  Windows 2000/XP/win7 /2008

· Active directory, MS-Exchange 2010
· Networking/IP Technologies  
Courses & Certifications
· Microsoft Certified Systems Engineer 4.0

· Microsoft Certified Professional + Internet 4.0

· ITIL foundation
Education & Professional Qualifications
· B. Tech – Computer Engineering – Mangalore university, India
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Requirement Analysis De-Bugging/Troubleshooting Team Management  Data Backup/Recovery  Customer Support  Training & Development  Reporting & Documentation  Knowledge Transfer, Cyber Warfare & Surveillance, IT Security Management, Cyber Security, Cyber Forensics, Mobile Forensics, Network Forensics, CDR Analysis, Location Mapping, Pattern Analysis, Risk Management, Intelligence Activities, Protection Management Security Operation
, Investigation/Vigilance, 
Team Leadership, Training & Development
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