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VINODH 
                                  Email: vinodh.376978@2freemail.com 


                                 C/o- Mobile: +971502360357
Career Objective

To obtain a challenging position that enables me to implement my knowledge and technical skills and thereby utilize them effectively for the development of the organization.
Professional Summary

Possess 7+ years of experience in the industry including Computer Hardware-Trouble Shooting, Servicing desktops & laptops, installation of operating systems, server and security systems.       
Trainings Attended
· Completed Hardware & Networking course in CMS Institute, Chennai
· Completed MCITP course in RJP InfoTech, Chennai.
· CEH v9  foundation certified 

WORK EXPERIENCE. 
· Currently working with M/S Triguni Food Pvt Ltd as IT System Admin
· Worked with M/S Digi Connect as Customer Support Engineer (From Nov 2012 to Dec 2016)
· Worked with CROWN SOLUTIONS INDIA PVT. LTD., Chennai as Windows Administrator a franchisee of Wipro InfoTech. (From December 2009 to August 2012).
· Worked with M/S INCA Info Tech Technologies Pvt. Ltd., Chennai as Windows Engineer (From Feb 2009 to December 2009).
·  Worked with M/S PSP Technologies Pvt. Ltd., Chennai as Windows Administrator(From June 2008 to Jan 2009).
Clients worked with
· Scope International
· Kotak Life Insurance
· HDFC Bank
· Super Auto Forge
KNOWLEDGE BASIS
Wintel Admin – Symantec Antivirus
• Design, implement and maintain Symantec Anti Virus solution for NIC internet network.
• Configure Symantec AV policies on the server and apply it onto every type of clients.
• Create installation package for every type of client machines.
• Configure Live update process.
• Checking regular synchronization and monitoring to ensure signatures are updated.
• Perform administrative tasks to configure, deploy and sustain Symantec AV clients installed and operational on all NIC Internet network Servers & Workstations. 
• Providing assistance to the individual(s) responsible for the network security function. 
• Help troubleshoot all issues related to signature downloading or updating
TECHNICAL SUMMARY
· Windows XP , Vista , Win 7 , 8.0 ,10
· Windows 2003 and 2008 Server and Active Directory
Overall Job Profile
· Responsible for providing IT assistance to include application support, hardware and software installation and troubleshooting.
· Using Remote Connections Software’s such as VNC Viewer,Dame Ware and RDC
· Troubleshooting non-client machines using SCCM.
· Configuring and troubleshooting of client mail software’s like Lotus Notes, MS-Outlook for the users. 
· User Account Administrative Tasks in AD (like Resetting Passwords, Unlocking User Accounts, Enabling and Disabling User Accounts, and Rename User Profiles)
· Installation of Operating System Windows XP, vista & Win 7 using WDS. 
· Installation & troubleshooting Symantec & updates and managing their agent
· Installed and configured VPN client such as Cisco.
· Involved user data backup and recovery
· Installed and configured IIS Server.
M/S Triguni Food Pvt, Chennai 
Roles and Responsibilities: 
· Managing the Helpdesk operations
· Providing overall support for all hardware and networking issues.
· Managing Project related File Server, Print servers, Web Server, & DHCP Server.
· Using Remedy tool - Created for logging request by End Users.
Key Responsibilities:
· Perform as a member of an application support team for ERP systems users throughout the organization and its partners. 
· Work with ERP systems users and management to determine appropriate system configuration and setup. 
· Assist ERP systems users with data conversion. 
· Create documentation and procedures guidelines for ERP systems users
Wintel Admin – Mcafee Antivirus
 DLP Architect (McAfee) is responsible for DLP product design, planning and implementation.
         Responsible for completing assigned projects in a manner consistent and timely manner.
         Plan and implement DLP solution
         Knowledge of the various DLP products and how they are used with respect to Data Compliance (i.e. PCI, SOX) regulations
         Perform and finalize requirements gathering, analysis and design, and product associated documentation
         Assist in designing DLP policies from security perspective
         Configure and build software artifacts needed for solution implementation
Exchange Server  Experience:
· Experienced with Windows 2008 and 2003 Active Directory design and installation and design and deployment of enterprise-wide Group Policies using Active Directory components.
· Experienced in Active Directory and Exchange Server Administration.
· Maintaining Mail Sever like Exchange Server 2010/2003 and configuring clients with Microsoft outlook & Outlook Express for e-mail services.
· Experience in Exchange Server 2003/2000 Administration and Implementation
· Knowledge and certified in configuring Exchange Server 2010
SOFTWARE INSTALLATION AND RECOVERING DATA
Safeguard Installation if windows get corrupted, uninstalling safeguard for recovering Data andCopying User Data. 
Professional Experience:
· Analyzing and troubleshooting Windows OS related problems and Network related problems.
· Keeping track of the assets (Software / Hardware).
· Designing, Configuring and maintaining Active Directory Services on Windows Server 2003 domain controller.
· Managed Virtualization Environment using VM Ware ESXi5.0, Virtual Center.
· VM Servers build & rebuild (Deploying the New VM from the Template and Cloning an Existing VM) as per the client request through change management process.
· Creating templates from VM's and deploy VM's from templates and allocate resources. 
· Creating duplicate VM's using cloning technology.
· Perform application software upgrades, security patches and planned maintenance of the corporate email environment including: Exchange 2010.
· Provides systems metrics, root cause analysis and proactive monitoring and communicates Any Performance degradation to management.
· Handling 30 Windows servers (2000, 2003) over the network for the maintenance and troubleshooting.
· Responsible for IT department, developing the organization's structure, strategic growth plans, and all operational policies and procedures. 
· Planning, Installation and troubleshooting of Windows 2003 and 2000, Active Directory Services, Configuring and Connecting Desktop Clients using Windows XP Professional and Windows 2000 Professional. 
· Responsible for hardening Internet-facing and critical infrastructure servers. 
· Active penetration testing for organizational systems
· Managing, Creating Organization Units (OU), Users and Groups. Assigning them proper permissions and access levels to network resources like printers, files and user data
EDUCATIONAL DETAILS
· S.S.L.C. in 2002. (Tamil Nadu State Board)
· H.Sc.  in 2004 (JaigopalGarodia National Higher Secondary School, Tamil Nadu State Board)
· B. Com. from Tagore College of Arts & Science, Chennai
· M.B.A. in 2015 (University of madras)
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Sex
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Male
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:
Single  
Languages Known      
: 
Tamil and English
       Nationality
           :
Indian
       Hobbies


 :
Servicing Laptop, Cricket, Music
       Passport                       :         Available
PLACE: Chennai




DATE
:





                         (VINODH)
