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Objective: with an innovative bent of mind I seek an association with a Professional ambience offering a consistent growth and due recognition to my contribution for advancement and growth of the organization.

Professional Experience:
Fiber Net (From June 2014 to 30 September 2015)

Designation: Network L1 Engineer
Responsibilities:
· Installed, configured, upgraded and troubleshoot Cisco route switch hardware.
·  Performing complex implementation and maintenance tasks on the LAN and WAN.
·  Responsible for communication protocols, configuration, integration & security.  
· Configured OSPF, RIP, BGP, EIGRP, ACLs, VLANS, and VTP, SSL.
· Providing daily operational support and system administration for core network infrastructure. 
· Researched and implemented new technologies to increase network performance

· Installation, configuration, and maintenance of printers, monitors, and copiers

· Implement firewalls, backup/disaster recovery measures.

· Monitored overall network performance and optimized as needed

· Installation and configuration of CCTV and DVR recording system
SATORP (From October 2012 to 30 April 2014)

Working with Business System Weaver

Designation: Network Security Engineer

Responsibilities:

· Protect the Network from malicious entities such as hackers, viruses and spy ware.

· Ensure the security of traffic that passes through the network.

· Participating in 24x7 on-call rotations
· Understanding the network types, components and possible threats.

· Analyzing, troubleshooting and correcting network problems remotely and on-site.

· Maintain and implement security strategy and standardization methods.

· Analyze all records and recommend solutions for client based networking security measures.

· Implementing the security system created in two steps, by setting up firewall components and assigning rights (Open, read, write and delete) to the users.

· Prepare designs for improvement of network detection tools.

· Maintain Sophos antivirus.

· Review and analyze reports to identify issues and trends with the network systems provide feedback to management.

· Administrator all security reviews on newly launched application as per requirements.

· Participate in configuration and management program to install updated security tools.

· Provide feedback to management, vendors and IT Support as appropriate to asses computing needs and system requirements as they pertain to Network Monitoring Systems.

· Track and identify network system issues to develop plans to resolve and major problems.

· Provide operational backup around the clock.

Saudi Aramco Project (June 2011 to August 2012)

Replacement of Data Network Equipment (RDNE)

ATM to MPLS project

Working with Thales Security

Designation: Team Leader

 Network support Level 1 Engineer

Responsibilities:

Interacting with the client to understand the project and finalized its scope.


monitoring the junior members in the team.

coordinating with other team working on the same project.


coordinating with the testing team to fixing problems.


leading the technical team.


Install and discovery of Core Router, Distribution Router and Access Switches.


Link up the Core Router, Distribution Router and Access Switches with Fiber Optic.


Link up the Devices with both Single Mode and Multi-Mode Fiber Optic Cable.


checking the Fiber source and troubleshooting the problems if required for connectivity.


Install and Configure of IOS in Access Switches.


Install and Configure of DSL Modems.


Troubleshooting problems with networks and any other physical connectivity related issues.


Troubleshooting hardware, software and network issues


Review all changes to network configuration for technical accuracy and impact and provide multi-protocols network problem resolution.


Implementing V-LANS and configuring Trunk on Fast Ethernet channel between switches.


Implementing Firewall on all Juniper Devices.

Green fort engineering college (August 2006 to July 2010)
Hyderabad, India

Designation: System Administrator

Responsibilities:


Installation, configuration and troubleshooting of workstations.


Installation and configuration of Active Directory.


Installation all types of Application Software and authentication & restriction for the Users. 


Upgrading, migration, network integration, patches and system monitoring.


Troubleshooting activities for problems and execute repair.


Configuration of DNS, DHCP, and creating Users and Group using server manager.


Managing network access and sharing resources workstation performance and monitoring.


Configuring and setting up the system for email and Internet access by installing and configuring modem with dial up connections.


Manage Helpdesk and provide User Support/Technical.


Installation, configuring and troubleshooting of all types of local and centralized printers.

Education:

        Bachelor of Science (Computer)

        Osmania University, Hyderabad.

Certification:

Cisco Certified Network Associate (CCNA) in September 2012


Cisco Certified Network Professional (CCNP) in October 2012


Microsoft Certified Network Professional (MCITP) in March 2011

Technical Expertise:
Protocols: RIP, IGRP, EIGRP, OSPF, BGP and IPX.

WAN Protocols: Frame-relay, ATM, MPLS, and VoIP.

Operating system: Windows (2003 server, 2008 server, XP, Vista and Windows 7)

Others: SAN and ITIL, Fiber Technician and CCTV Camera technician with 2year of experience on Project. 

Personal Details:
Marital Status:                  Single

Date of Birth:                   30-4-1988

Religion:                       Islam

Nationality:                     Indian

Driving License:                 Indian and Saudi Arabia valid License.
