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System Administrator 
Penetration Tester - Network Security Engineer
______________________________________________

Personal:
· Military status : Exempted.
· Marital status : Single.
· Age

: 25
Career Objective:
· To work in a responsible position as an IT professional where I can use my knowledge, skills and experience more effectively and more productively.
 

Courses & Certificates:
· MCITP 2008 Enterprise Admin.
· CCNA(international certified).
· CEH v8.
· CCNA Security
· CCNP Security (SENSS,SIMOS,SITCS).
· Preparing for CCIE Security exam.
· English Courses at New Horizon (Egypt).
Languages:

· English: Excellent for both writing and speaking.
· Arabic: My mother language.
Experience Summary:
· Technical support >TE-DATA COMPANY.
· Training courses in New Horizons center.
Education:

· BSc. in Communication Engineering (2013).
 Mansoura, EGYPT.
.Graduation Project is “ip telephony&ss7”

Grade “Excellent”.
Skills and Abilities:
· Familiarity with networking equipment configurations and operations.
· Excellent in troubleshooting end to end network problems.
· Excellent Knowledge of a wide range of computer networking systems.
· Managing and automatically deploying windows XP professional & windows 7.
· Building, managing, and maintaining windows server 2003, 2008, infrastructure includes DHCP, DNS, WINS& WDS servers.
· Building, managing, and maintaining windows server 2003, 2008,  Domains.
· Excellent Knowledge of computing, network hardware and peripheral equipments.
· Excellent skill in organizing resources and securing access to it.
· Excellent Knowledge of federal copyright laws.
· Perform data availability using different backup & restore technologies
· Configuring and maintaining A lot Cisco Routers platforms.
· Cisco Firewall, IPS, VPN ,Specialist.
· Maintaining the authorization infrastructure network and the network backup systems.

· Security of the network is under the responsibility of the Network Security Administrator. 
· Securing network using different vendors devices as snort IPS, Cisco ASA firewall, ASA-cx, IPS,  WSA, ….
· Managing email, anti-spam and virus protection.
· Able to Update and maintain technical security standards, guidelines, and procedures required to reinforce Information Security Policies.

· Building, maintaining, and monitoring a secure infrastructure using various technologies including firewalls, networking products, VPN, intrusion detection, access control products, anti-virus, and security operating system or application tools and protocols.
" I hope my qualifications meet your requirements"
